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Tutor’s feedback: 

Grade: 65 % (Merit) 
Graded by: Dr Nawaz Khan 
 

Feedback comments: 

Overall it is a good report. You performed a systematic review of the website's 

vulnerability and purposes for the evaluation. You presented a set of toolkits that will 

be applied to assess the business impact. 

• Knowledge and Understanding  

The report demonstrates your subject knowledge. The testing methodology section 

can elaborate on the compliance and regulation requirements. The overall assessment 

concepts with academic and industry practices can be linked to a broad approach like 

STRIDE and DREAD. The major evaluation framework and the purpose can be 

appropriately aligned with the business risks. - Merit 

• Application of knowledge: 

The business impact and associated risks can be aligned and the tools set can be 

identified. Identifying the risk factors and quantifying the levels can be demonstrated 

aligning business security and challenges. Tool sets and their purpose can be listed 

as per the OWASP outline. You can align these risks to the standards and regulations 

that will be investigated. - Merit 

• Criticality: 

Business impact and risk can be mapped with the tools and assessment steps. A 

recommendation set can be proposed aligned with the vulnerabilities. Can use tables 

to demonstrate the mapping with the risks and mitigation plan. - Pass 

   



2 | P a g e  
 

Structure and Presentation: 

The table is not readable. The timeline can be used to elaborate the actions and 

components to act on. Easy to follow document. A good set of references. - Distinction 

 


